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Implementing the SAN10Q-2

For less complex SAN environments, with fewer servers and storage arrays, a
single switch or dual cascaded switches offer redundancy and performance with
minimal administration and lower cost than larger directors. One option for these
smaller infrastructures is an entry-level switch such as the IBM® TotalStorage®
Storage Switch SAN10Q-2, which offers edge switch capability with full 4 Gbps
port speed.

Note: The SAN10Q-2 also has a command-line interface (CLI). In this chapter
we use the GUI to perform our implementation. For details of the CLI, refer to
System Storage SAN10Q 4 Gbps 10-Port Fibre Channel SwitchType 6918
User’s Guide, 31R1632.
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Introducing IBM TotalStorage Switch SAN10Q-2

IBM TotalStorage Storage Switch SAN10Q-2 is an affordable, capable, and
extremely easy to use, entry-level IBM System. The SAN10Q-2 is a one-half
width, 1U rack height, ten-port 4-Gb switch, as shown in Figure 1. This switch
provides the following features:
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Throughput of 1, 2, or 4 gigabits per second on all ports, short wave, and long
wave

Single E port support for the inclusion of another IBM System Storage™
SAN10Q-2 for redundancy or extension of SAN to larger fabric

Hardware-enforced zoning that helps protect against non-secure,
unauthorized, and unauthenticated network and management access and
World Wide Name spoofing

Hot-pluggable optical transceivers that can be replaced without taking switch
offline

All firmware included, and no additional license keys required

Per-port buffering: ASIC-embedded memory (non-shared) and 8-credit zero
wait for each port

Figure 1 IBM TotalStorage Storage Switch SAN10Q-2

More option and pricing information about the TotalStorage Switch SAN10Q-2
can be found on the IBM storage Web site at:

http://www-03.ibm.com/servers/storage/san/q_type/sanl0q/
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Installation

The items shown in Figure 2 all are supplied with the SAN10Q switch. The
Support and Documentation CD contains all documentation and software
required to install and set up the switch.

Figure 2 SAN10Q
Documentation

All documentation is on the supplied CD. In the following topics, we explain how
to install the CD so that you can read the documentation.
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Autostart is enabled by default on your CD drive. Upon insertion of the CD, you
should see the display shown in Figure 3. If autostart is disabled on the
workstation, click Start —» Run, and at the C> prompt type H:\win32.bat, where
H is the drive letter of the CD drive on this workstation.

Documentation Browser

The infarmation cantained on this disc is copyrighted by IBM.
IUnauthorized reproduction or distribution of any material or
pragramming content contained on this disc is prohibited.

() Copyright International Business Machines Corporation
19938 20086,
All rights resemved.

Mote to .8, Government Users - Documentation related to
restricted rights - Use, duplication, or disclosure is subject to
restrictions set forth in GSA ADF Schedule Contract with 1B
Corparation.

Loading Book Browser....

Figure 3 Document browser setup

If you do not have Acrobat® Reader V5, you must install Acrobat Reader now.
When you receive the message shown in Figure 4, click the Install button.

| Down-level Version of Acrobat h

i ) A down-level version of Acrobat Reader was found.
To cantinue, you must install a laterversion.
Select Install to install a later version of Acrobat Reader from this CD, or select Exit to quit this prograrr

Exit

Figure 4 Acrobat Installation warning

Note: If you have a later version of Acrobat, such as Version 5.1 or later,
installed, you are still required to click the Install button to continue.
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Click the OK, button, shown in Figure 5, to continue with the installation.

= Please wait

@ The bookbhrowser will he launched after the Acrobat install successfully completes.

Figure 5 Status display

Next, as shown in Figure 6, you have to make the decision to either cancel the
Acrobat install or continue it.

Acrobat Reader 5.0 Setup

Welcome to the Reader 5.0 Setup program.  This
program will inztall Reader 5.0 on wour computer,

It iz strongly recommended that you exit all ‘Windows programs
before running thiz Setup program.

Click. Cancel to guit Setup and then cloze any programs pou
hawe rnning. Click Mext ta continue with the Setup program.

Wi RMING: Thiz program iz protected by copuright law and
international treaties.

|dnauthorized reproduction or diztribution of thiz program, or any
partion af it, may result in zevere civil and criminal penalties, and
will be prozecuted to the masimum estent pozsible under lai.

Meut » | Can?el
L«

Figure 6 Acrobat installation window.

If you have Acrobat reader V5.1 or later already installed on your workstation,
click the Cancel button now.

If you do not have Acrobat installed, or if you have a version earlier than V5.0,
click the Next button and continue to install Acrobat.
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When the installation of Acrobat is finished, or if you cancelled the installation of
Acrobat, the Document Browser window displays, as shown in Figure 7. All
documentation required for installation and operation can be accessed from this

window.

-

(= Documentation Browser

MEX]

Documentation Browser

Product: |SAN1 0G 4 Ghps 10-Fort Fibre Channel Switchj

Available Topics

Search: |

------ ElE Adobe Topic Searches

ZZ| 1BM eServer Safety Notices

SAN10Q Fibre Channel Switch Installation C
ZE SAM10G Fibre Channel Switch User's Guide
SAMsurfer Switch Manager for Linux

l__l SAMsurfer Switch Manager for Microsoft Win

4 | 2

[ iz

Topic Description

Close ‘ Help ‘

Figure 7 Document browser

Installing SANsurfer Switch Manager

In Table 1 we show the SANsurfer® workstation requirements.
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Table 1 SANsurfer workstation requirements

Component Requirements

Operating system

» Microsoft® Windows® 2000, 2003, and Windows XP
» Red Hat Enterprise Linux® Version 3 or later
» SUSE Linux Enterprise Server 9.0

Memory 256 MB or more
Disk space 150 MB per installation
Processor 500 MHz or faster
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Component Requirements

Hardware

CD drive, RJ-45 Ethernet port

Internet browser

vyvyyvyy

applet

Microsoft Internet Explorer® 5.0 or later

Netscape Navigator 4.72 or later

Mozilla 1.02 or later

Java™ 2 Run Time Environment to support the Web

Next we show an example of how to install the SANsurfer switch manager using

a Windows XP operating system.

Explore the CD and from the root directory click the SANsurfer Switch Manager

folder. Read the readme file and the release notes. From the Windows folder,

double-click Windows_5.00.1.05.exe, as shown in Figure 8.

L Windows

File Edit Wiew Favorites Tools Help

: Address |[C3) E:\SanSurfer Switch Manager \Windows

Folders x

@ Desktop adl
+ u My Documents
= _é My Computer
+ %@ | ocal Disk (C:)
=4 o LaBeL (B
+-3) data
+-3) jre13
=13 SanSurfer Switch Manager
123 Linux
IC5) SMMP Reference Guide
I Windows w
4 >

QBack M =Y | ? / ) Search ‘LL--

Q@

¥
Folders

Files Currently on the CD

]

iindows 5,00
LoLOgexe

Figure 8 Switch Manager directory on CD
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The install program now starts, and you see a progress window, as shown in
Figure 9.

InstallAnywhere

g Installérpwhere iz preparing to install...

Cahicel

& 2002-2005 Macrovizsion Europe Ltd. and/or Macrovision Carparation

Figure 9 Preparing to install

Read the introduction window, shown in Figure 10, and click the Next button on
this window.

"% SANsurfer_Switch_Manager =0 m
Introduction

< Introduction InstallAnywhare will guide you through the installation of
Choose Install Folder SANsurfer_Switch_Manaoer.
Searchi
— ttis strongly recammendad thatyou cuit all pragrams befare
Choose Shortcut Folder continuing with this installation.
Pre-Installation Summary
Click the Mext' button to proceed to the next screen. Ifyou want to

Installing...
change something on a previous screen, click the Previous' button.

Install Complete

You may cancel this installation at any time by clicking the 'Cancel’
huttan.

Cancel Previous

Figure 10 Switch Manager Introduction
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Now choose the folder in which you wish to install Switch Manager, or select the
default, and click the Next button, as shown in Figure 11.

"® SANsurfer_Switch_Manager = E
Choose Install Folder

Introduction Where Would You Like to Install?
.~ Choose Install Folder CProgram FilesWalogic_CorporationSaksurfer_Switch_hManager |

Searching

Restare Default Folder H Choose.. ]

Choose Shortcut Folder
Pre-Installation Summary
Installing...

Install Complete

InstallAnywhere by Macrovision

Previous

Figure 11 Switch Manager install folder

The install process now checks your installed software for compatibility, as
shown in Figure 12.

% SANsurfer_Switch_Manager | E
Searching

Introduction Searching for Files Matching: iexplore exe
Looking In: C'Prograrm Files\A% to MPEG Converter

Choose Install Folder

.~ Searching
Choose Shortcut Folder
Pre-Installation Summary
Installing...

Install Complete

Choose Cther...

InstallAnywhere by Macrovision

Figure 12 Checking software
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You are now given the option of where to create the icon for Switch Manager, as
shown in Figure 13. Select your option and click Next.

% SANsurfer_Switch_Manager u@m

7' Introduction Where would you like to create product icons?

¥’ Choose Install Folder

@ In & newy Progratn Group: |SANsurfer_Sw'rtch_Managar

¥ Searching

< Choose Shorteut Folder O In an existing Progratn Groug: |Accessorles

Pre-Installation Summary © In the Start Merw
Installing...

On the Desht
Install Complete O Onthe Desktop

O In the GQuick Launch Bar

) Cther: | Choose...

() Don't creste icons

|:| Create lcons for All Users

InstallAnywhere by Macrovision

Previous

Figure 13 Selecting icon preference

You get to review details regarding the installation, shown in Figure 14. To
continue, click Install.

2 SANsurfer_Switch_Manager o | m
Pre-Installation Summary

Introduction Please Review the Following Before Continuing:

Choose Install Folder Product Name:
SANsurfer_Switsh_Manager

Searching

"' Choose Shortcut Folder Install Folder:

& Pre-Installation Summary C:\Program
— Fileg\QLogic_CorporatiomSaANsurfer_Switeh_Manager
nstalling...
Install Complete Shortcut Folder:

ChDosuments and Settings\AdministratorStart
MeruPrograms\SAhsurfer_Switeh_Manager

Disk Space Information {for Installation Target):
Required: 55,573,350 bytes
Awailable: 6,365,114,368 bytes

InstallAnywhere by Macrovision

Figure 14 Installation review
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SANsurfer Switch Manager is now being installed, as shown in the progress
window shown in Figure 15. This takes a few minutes.

2 SANsurfer_Switch_Manager =Jo&d

Installing SANsurfer_Switch_Manager

Introduction

Choose Install Folder

Searching

Choose Shortcut Folder

Pre-Installation Summary
3

& Installing...

Install Complete

InstallAnywhere by Macrovision

Figure 15 Switch Manager installation

Figure 16 shows that installation is complete.

msurfer_smch_nnnnger M

Install Complete

Introduction Congratulations! SANSurfer_Switch_Manager has heen successfully

Choose Install Folder installed to:
Searching
CAProgram

Chooxe ShotteubiBEeY Files\@iLogic_CorporationiSAMsurfer_Switch_Manager

Pre-Installation Summary

Installing...

£ Install Complete

InstallAnywhere by Macrovision

Cancel Frevious Done

Figure 16 SANsurfer Switch Manager installation complete
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This completes the installation of SANsurfer Switch Manager. You can launch
this application from your Start Program menu or the icon on your desktop.

Installing the Fibre Channel switch

12

In this section we describe how to install the switch:

1.

5.

Connect the new switch to the external power supply, and plug in the line cord
to the power supply.

Install either a standard RJ-45 Ethernet cable from the SAN10Q to the
management network, or a cross-over RJ-45 Ethernet cable to your
workstation where you have installed SANsurfer.

Obtain the IP address that you intend to use on the SAN10Q switch.

Make sure that your workstation’s Ethernet port is set up in the same IP
subnet as the required switch address.

Start SANsurfer Switch Manager on your workstation.

Start up SANsurfer using the icon on your desktop (Figure 17) or from your
program list.

SANsurfer ...

Figure 17 Start SANsurfer
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From the Initial Start Dialog window (Figure 18) select the Open Configuration
Wizard button and select Proceed.

Initial Start Dialog - SANsurfer Switch Manager

SANsurfer Switch Manager

Fibre Channel Fabric Managemoeit

Select initial option:

() Open Configuration Wizard
() Open existing fabric [requires ip address, login, and password]
() Open existing fabric view file

() Start application without specifying a fabric

[_] Don't show this dialog again

Proceed || Cancel || Help

Figure 18 SANsurfer Initial Start Dialog window
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Read the overview window (Figure 19) and select Next.

| Nemt |

Figure 19 Configuration Wizard overview
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Select the Express option from the Select Configuration Option window
(Figure 20) and then select Next.

Figure 20 Configuration Wizard selection window
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In the Network Configuration window, enter the IP address and subnet mask that
you wish to configure on the new switch. The wizard checks to make sure that
the subnet that you enter is on the same subnet that is configured on your
workstation’s local Ethernet interface. If not, you cannot continue, and a warning
message is displayed, as shown in Figure 21.

Configuration Wizard - SANsurfer Switch Manager
Network Configuration

Overview

Select Configuration Option Connectthe switch and this waorkstation using an Ethernet crossover

Auto-conhect cahle, switch or hub.

Currﬁgl-.lre Switch Enterthe IP Address and Subnet Mask numbers forthe switch as obtained

Commit Changes from your Metwork Administrator,

Finished
IP Address: [10.0.04] |
Subnet Mask: | 255.355 755.0 |

Please enter an IP address on the same subnet as this Workstation.

Back Cancel Help

Figure 21 Configuration Wizard Network Configuration warning window
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Enter the correct IP address information, as shown in Figure 22, and select Next.

10.168.3.19
265.265.2646.0

Figure 22 Configuration Wizard Network Configuration window
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The default password for the admin user is password. Enter this information in
the Auto-connect window (Figure 22 on page 17) and select Next.

| Back |[ MNext | |_Cancel || Hew |

Figure 23 Configuration Wizard Auto-connect window
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Follow the instructions, as shown in Figure 24, and select Next.

| Back |[ Next ] _Cancol || Hep |

Figure 24 Configuration Wizard Auto connect window

During boot up of the SAN10Q, the window shown in Figure 25 is displayed.

| Cancol ||t |

Figure 25 Configuration Wizard status window
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When the switch has booted, it sends a request for an IP address to SANsurfer.
SANSsurfer then assigns the switch the IP address that you configured, as shown

in Figure 26.
Configuration Wizard - SANsurfer Switch Manager
Auto-connect
Overview
Select Configuration Option IP Address: 10.168.3.19
Auto-connect Subnet Mask:  255.255.255.0
Configure Switch
Commit Changes Address assigned, connecting ...

Finished
The guto-connect process may take several minutes

Cancel Help
Figure 26 Configuration Wizard IP address setup

You now receive a security warning, due to this being a new installation. Select
OK to continue (Figure 27).

MNon secure connection check

The switch at IP address 10.168.3.19 failed to respond to a request for a secure connection.

Would you like to establish a non-secure connection?

| OK || Cancel || Help |

[] Don't warn me again (You can re-enable this dialog in User Preferences).

Figure 27 Security warning
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The window shown in Figure 28 is displayed when the wizard has successfully

configured the IP settings. Select Next to continue with switch setup.

e ] [ cancer [ Hew |
Figure 28 Configuration Wizard auto-connect successful

You now have the option to change your admin user password. Read the
minimum requirements for this password and key them into this window, as
shown in Figure 29. Select Next to continue.

e | _cancel || vew |
Figure 29 Configuration Wizard change password

Implementing the SAN10Q-2
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You can now monitor the final stage of the setup while SANsurfer applies the
changes to your switch, as shown in Figure 30. Wait for the completion message
and select Finish.

[ Finish | [ ew |
Figure 30 Configuration Wizard applying changes

This completes the initial setup of the switch. Select the Close button, as shown
in Figure 31.

Figure 31 Configuration Wizard completion
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You are now taken into the initial SANsurfer Switch Manager window, as shown
in Figure 32.

Figure 32 SANsurfer Switch Manager initial display

Now select Fabric — Add Fabric from the main menu (Figure 33).

Figure 33 SANsurfer Switch Manager Add Fabric
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Give your fabric a name, then key in the IP address as well as the admin user
name and password, as shown in Figure 34. The password is the same one that
you set in the window shown in Figure 22 on page 17.

-

Add a New Fabric - SANsurfer Switch Ma...

Add a New Fabric

Fabric Hame: |San100_4

IP Address: (10 152.2.19

Login Hame: |3dmin

Password: [+

| adaFabric || cose ||  Hew

Figure 34 Add New Fabric

Respond OK to the non-secure connection check message shown in Figure 35.

Non secure connection check .ﬁ

Fabric-SAN10Q_A: The switch at IP address 10.168.3.19 failed to respond to a request for a secure cohhection.

Would you like to estahlish a non-secure connection?

| OK || Cancel || Help |

[_] Don't warn me again (¥You can re-enable this dialog in User Preferences).

Figure 35 Non secure connection message
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You should now get a display similar to Figure 36, which shows the status of your
switch.

Figure 36 New fabric topology

Implementing the SAN10Q-2 25



26

The next step is to exit SANsurfer. Select File — Exit, as shown in Figure 37.

SANsurfer Switch Manager - Topology E]@
File| Fabric Switch View Wizards Help
Open View File ... Ctrl-0
Cpenview S XX
ave View AS ...
- Events Hel,
Save Default Fabric View File ... o 0 LOGIC
Preferences ... na_A
Hickhames ... Normal
=, =
by s T O T
Paort Wit [ Nickname | Details | FC Address | Switch [ Pot | T4

[
|| pevices [active zoneset | Switch | Linic |

Figure 37 Exit SANsurfer

You now get the window shown in Figure 38 to enter an encryption key. We
recommend that you enter an encryption key to secure your SAN fabric. If this is
not done, then anyone who installs SANsurfer can access and modify your
fabric, with the default blank key. You can use your switch admin password as
the key, or use any other key that you can remember.

Save Default Fabric View File

An encryption key is required to encrypt information to be stored in a default fabric view file.

Default Fabric View File Encryption Key: |w
Re-enter Encryption Key to Confirm: Mﬂ

| saweviewFile || ExtwithoutSaving | | CancelExit | | Help |

Figure 38 Encryption key

This completes the hardware installation process. There is also the possibility to
configure the switch from the command line. This procedure is documented in
the System Storage SAN10Q 4 Gbps 10-Port Fibre Channel SwitchType 6918
Installation Guide, which is available on the CD shipped with the switch.
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Factory default reset

Select the switch that you want to reset to default, and from the faceplate menu,
select Switch — Restore Factory Defaults, as shown in Figure 39.

=%

XX

y  Help QPLOGIC

Details | FC Address |

[ (@ |&6EO0100

Sl .
(i} BEO200 SAL
[»] |

SANsurfer Switch Manager - Faceplate
File Fabric | Switch | Port Zoning View Wizards Help
I_—;ﬁ Archive ...
. User Accounts ...
| SetDatefTime ...
Switch | Switch Properties ...
o O oA Security Consistency Checklist ...
g Network Properties ...
| SNMP Properties ...
[J Toggle Beacon
: Port Threshold Alarm Configuration ...
Load Firmware ...
Reset Switch L
Restore Factory Defaults
Features ...
NEEE Download Support File...

fo LCunﬁgured Zonesets |

Figure 39 Reset to factory defaults

Take note of the warning message, as shown in Figure 40, and click OK to

E .

continue. At this time you lose the connection, because all settings are reset to

the factory default and you have to start from the beginning to configure the

switch.

srrersersseserasseass PADMING $HErttrattstseasssasss

Resetting to factory defaults will disrupt traffic,
deactivate the active zoneset, and cause current
switch configuration to be lost.

Do you wish to continue?

SANsurfer Switch Manager - Restore Factory Defaults

Figure 40 Default warning message

Implementing the SAN10Q-2
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Attention: This does not reset the password information to default. To do that,
see “Maintenance mode” on page 68.

Configuring the Fibre Channel switch

Prior to installing your devices and ISL link, you must perform the following
procedure.

Start SANsurfer, and enter the key you set during installation, as shown in
Figure 41.

Load Default Fabric View File

An encryption key is required to decrypt information stored in the default fabric view file.

Default Fabric View File Encryption Key: |m-m-m |

| Load View File | | continue without Loading | | Help

Figure 41 Enter encryption key

The first window displayed is the topology display, you can modify the different
windows to get a good display, as shown in Figure 42.

SANsurfer Switch Manager - Topology g@
File Fabric Switch View Wizards Help

0 = @ XX
 Add Open  Save Reffesh Events  Help QLOGIC
Switch i samioo_a
© Q@ SANTOG_A | @ wormal

SANbox
OlEanrmal

| Fleld [ EANbOX
:|[Switch Type SAMNbox 1400 FC Switch
|[First Port Address 010000

:|[varld Wide Mame 10:00:00:c0:dd. 0c 63:85
:|[Serial Number 0552000082

||[Reason for Status Mormal

H|[User Mame admin

| Devices | Active zoneset | Switch || Link

Figure 42 SANsurfer Topology window
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Figure 43 shows the different elements within the SANsurfer main window.

SANsurfer Switch Manager - Topology Q@
File Fabric Switch View Wizards Help NMenu Bar
0 = @ [ XX
Tool Bar
Add Open Save Refresh BEvents  Help @LOGIC
[[emsroas
e SAN1DO_A i . Normal
T
Mormal
Fabric tree Graphic window
: | SANkox
| |gwitch Type |SAMboK 1400 FC Switch
A||First Port Address 010000
“lwiord wide Name Data window and talys:o0:c0.dd.00:63:85
“||Serial Mumber 0552000082
‘||Reason for Status Normal
A|User Mame adrmin -
: Switch

” | Working Status indicator ==

Figure 43 SANsurfer Switch Manager

The different elements are:

Menu bar

Toolbar

Fabric tree

Graphic window

Data window and tabs
Working status indicator

vVvyyvyvyyy
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Using the fabric tree on the left side window, or by double-clicking the switch in
the graphic window, you can open the Faceplate window, as shown in Figure 44.

SANsurfer Switch Manager - Faceplate E]@
File Fabric Switch Port Zoning View Wizards Help

O a B @& m = [E XX

Add  Open Save Refresh Events Zoning  Help QLOGIC
[ Switch | | sanbo
@ @ SANTOO_A | @ Hormal
£=3 SAMpOx :
| R T T TR PR R PP P PP W L]
o o 1 2 E) 4 5 5 7 B L) +ae
L fa EEOEE

Part VA | Mickname | Details | FC Address | Switch

[ e ] ID
L Devices L Switch L Port Stats LPort Info LConﬁgured Zonesets
IF : =

Figure 44 SANsurfer Faceplate window

Selecting the Switch tab from the menu bar, you see all the options to use for
configuring the switch, as shown in Figure 45.

SANsurfer Switch Manager - Faceplate [Z]@
File Fabric [Switch| Port Zoning View Wizards Help
Archive ...
@ (e XX
ngg | Destore b Help QLOGIC
User A

Switch | | set DatefMime ...
9 € 5AN1] Switch Properties ...

B84 pdvanced Switch Properties ...
Security Consistency Checklist ...
Netwaork Properties ...

SNMP Properties ...
[J Toggle Beacon

Port Threshold Alarm Configuration ... | mMickname | Details | FC Address | Switch ]

Load Firmware ...

Reset Switch 3
Restore Factory Defaults

Features ...

Download Support File...

Devices | Switch | Port Stats | Partinfo_| Configured Zanesets

Figure 45 SANsurfer switch configuration menu
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User accounts

From the Selecting User Accounts menu, you can add user accounts, as shown
in Figure 46. Using the bottom tabs, you can also remove, change, and modify
any account. The admin and images accounts cannot be removed.

—
User Account Administration
Aimin Authority Days to Expiration
images false nNever expires
acdmin true Never expires
~Add Account

New Account Login: [jon

[v] &dmin Authority Enabled

New Password: |*““‘“‘** |
Verify Password: [~ |

Account Expiration Date

%! Permanent account (no expiration date)

) Account will expire in 365 days (max of 2000 days)

| Add Accopnt |
by

Add Account

| Close || Help |

Figure 46 User Accounts Administration
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Date and time

Next you can set the date and time of the switch. From this window, shown in
Figure 47, you can also select your time zone and set up an NTP server.

16§
200 £

[ [e= [ o= |

Figure 47 Date and time setup
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Switch properties
From the menu shown in Figure 48, we set all the important switch properties.

Switch Properties
World Wide Hame: 10:00:00:c0:dd:0c:63:85 First Port Address: 650000
Operational State: online Firmware Yersion: +3.0.1.11.0
Symbolic Name:  SARNT0GQ_A MAC address: 00:cl:dd:0c:63:85
IP Address: 94386124
Symbolic Hame: SANIDO_A Domain ID lock: @) Enable (' Disable
Administrative State: | pnline - Broadcast Support: ) Enable  (® Disable
Domain Dz 1M 1 @ In-band Management: ® Fnable ' Disable
FDMI HBA Entry Limit: 1000 FDMI: % Enable (' Disahle

| oK | | Close | | Help |

Figure 48 Switch Properties

The switch properties are:

» Symbolic name: This is the user-defined name of the switch, used to easily
identify this switch on the management work station, and can be up to 32
characters long.

» Administrative state: You can set the switch to one of three states:

— Online
— Offline
— Diagnostics

» Domain ID: You use this to set your domain ID. The domain ID must be
unique for each switch in the fabric.

Attention: Make sure that you have done this prior to connecting an ISL to
another switch.

» FDMI HBA entry limit: This sets the limit for the maximum number of HBAs
that can be registered with a switch. If the number of HBAs exceeds the
maximum number, the Fabric Device Management Interface (FDMI)
information for those HBAs cannot be registered.
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» Domain ID lock: The default setting is disabled. This means that the principal
switch assigns domain IDs to all joining switches. If you wish to have control
over the domain IDs in your fabric, ensure that you enable this button.

» Broadcast support: The default setting is disabled. Broadcast is supported on
the switch that allows for TCP/IP support.

» In-band management: The default setting is enabled. This allows in-band
requests to the switch, such as SNMP, Management Server, GUI, and API
messaging across Fibre Channel to our switch.

» FDM: This enables or disables the Fabric Device Management Interface.

Advanced switch properties

You can modify some advanced switch properties from this menu, shown in
Figure 49.

Advanced Switch Properties
World VWide Name: 10:00:00:c0:dd: 06385 First Port Address: 650000
Operational State: online Firmware Yersion: ¥5.0.1.11.0
Symbolic Name: SAMN10G_A MAC address: 00:cO:dd:0c63:85
IP Address: 94386124
Timeout Values Interop Made
R_A_TOV: 10000 Interop Mode: ® Standard ! Interop_1
E_D_TOW: 2000
| 0K | ‘ Close | ‘ Help |

Figure 49 Advanced switch properties

These switch properties are:

» Time-out values: We do not recommend that you change the default time-out
values, because these have to be the same across the fabric.

» Interop mode: Use the Standard option for FC-SW-2 compliant switches to
propagate only the active zone set to all switches in the fabric. Use the
Interop 1 parameter for non-FC-SW-2 compliant switches to propagate the
active zone set and all inactive zone sets to all switches in the fabric.
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Network properties

You can modify your management interface setting from this window, shown in
Figure 50. You can also set the management interface under the Network
Discovery option to obtain its IP setting via BootP server, RARP, and DHCP.

Network Properties
World Wide Name: 10:00:00:c0:dd:0c:63:85 First Port Address: 650000
Operational State: onling Firmware Version: ¥5.0.1.11.0
Symbolic Name:  SAMT0G_A MAC Address: 00:c0:dd.0cB3.85
IP Configuration
Network Discwery:| static ' | IP Address: |9.43.88.1 24 |
Subnet Mask: |255.255.255.0 | Gateway: |9.43.56.1 |
[_] Enable Remote Logging (syslog)
| OK | | Close | | Help |

Figure 50 Network Properties
The factory default is set to 10.0.0.1 and the mask is 255.0.0.0.

When the Enable Remote Logging box is checked, the log entries are sent to the
host IP address specified in this field.

Attention: If you change any settings on this window and click OK, you could
lose connectivity to your switch.

Implementing the SAN10Q-2 35




SNMP

Figure 51 shows the window where we set up Simple Network Management
Protocol (SNMP). SNMP is the protocol for network management and monitoring
of network devices. SNMP security consists of a read community string and a
write community string. The read community string public and write community
string private are set at the factory to these well-known defaults and should be
changed if SNMP is enabled. SNMP is enabled by default.

SNMP Properties
World Wide Name: 10:00:00:c0:dd:0c:63:85 First Port Address: 650000

Operational State: online Firmware Version: ¥5.0.1.11.0

Symbolic Hame:  SAR10G_A MAC Address: 00:c0:dd:0c:63:85
SHMP Configuration

[¥] SNMP Enabled [v] SNMP Proxy

Contact: Jon Tate Location: ITSO LAR San Jose

Read Community: |~ Authentication Trap: | False hd
Trap Community; |~ Write Community: |77

SNMP Trap Configuration [_] Trap 1 Enabled

| trap1 [[Trap2 [ Trap3s [ Trapa | Traps |

| OK || Close || Help |

Figure 51 SNMP Properties

In the SNMP Configuration area, we can enable or disable SNMP, set our
contact and location information, and then set up our community names.

In the SNMP Trap area, we can enable traps and set up the version of SNMP (V1
or V2), the severity of traps sent, the TCP port number used, and the IP address
of our trap receiver. We can set up multiple traps and receivers using the Trap
tabs.

Firmware update

In the sections that follow, we show how to obtain the latest firmware and
upgrade the switch.
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Obtaining the latest firmware
You can obtain the latest firmware as follows:

1. Download the latest firmware using the link from the IBM Web site:

http://www-304.1ibm.com/jct01004c/systems/support/supportsite.wss/supportres
ources?taskind=2&brandind=5000031&familyind=5329837

2. This links you to the QLogic® Web site dedicated to IBM, from which you can
download both the latest firmware and SANsurfer.

3. Download the firmware onto your management workstation.

Upgrading

From the SANsurfer Topology window, we can see the current version of our

the switch

switch, as shown in Figure 52.

SANsurfer Switch Manager - Topology E]@
File Fabric Switch View Wizards Help
E @ [ XX
Add Open Save Refresh Events  Help QLOGIC
Switch | | sant0G_a
¢ DEAN100 A || O Mormal
£ SAN10G) [
L e
MNormal
: Field [ SANTO0G_A
||Mser Marne admin
: Login Level Super user
: Super User True
||[User Authentication Enabled True
||vendar GLogic

l

AT

||[Firmware Yersion
|[Inactive Fitrmware Version
‘||Pending Firmware Yersion

W8.0.1.10.0 (Mon Apr 10 18:35:49 2 Z06)

MN/A- does n

%5.0.1.10.0 (Mon Apr 10 18:35:49 2006)

ot apply to this switch

|L Devices | Active Zoneset | Switch | Link |

Figure 52 Check switch firmware level
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Select the switch that you wish to upgrade in the fabric tree and then select
Switch — Load Firmware.

The Load Firmware frame is now displayed, as shown in Figure 53. Select the
Browse button.

Load Firmware
Firmware Image Fle: |ClcoderesedencySANT 025011 D.D| ‘ Browse |
Version: vh.0.1.10.0 { Mon Apr 10 16:35:49 2006 )

Progress Swyitch | Messane |
SANTOQ_A
Start ‘ Close | | Help |

Figure 53 Load Firmware
Using the Look In button, shown in Figure 54, browse to the directory into which

you downloaded the firmware. Select the correct firmware image and click the
Open button.

Open
Look In: |ﬁfw "‘ @@@@E

[} 5.0.1.11.00_ipc

File Mame:  |5.0.1.10.00_ipc |

Files of Type: | Firmware Image Files hd |

Open || Cancel |

Figure 54 Open file
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On the Load Firmware window, you now see the version that you selected

displayed in the version field, shown in Figure 55. Click the Start button to begin

the download.

Load Firmware
Firmware Image File: [JdetresedenciSANTOGWAS.0.1.11 .DD_ipu:| ‘ Browse |
Yersion: vh.0.1.11.0 (Fri Apr 14 17:13:31 2006 )

Progress Switch | Message |
SANTOQ_A

5135 ‘ Close || Help |

Figure 55 Load Firmware start

You now receive a warning message, as shown in Figure 56. Read the message

and then click OK to continue.

Firmware Upload

% Installing new firmware requires a hot reset of the
& switch. This should not disrupt traffic.

A stahle fabric is required to successfully activate the
firmware on a switch withowt disrupting traffic.
Therefore, before continuing with this action, ensure
there are no administrative changes in progress
amywhere in the fabric.

Continuing with this action will terminate all
management sessions, including any Telnet sessions.
¥When the firmware activation is complete, you may
log in to the switch again. This utility will refresh
automaticalhy.

Continue with firmware installation?

| OK H Cancel |

Figure 56 Warning message
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The window shown in Figure 57 displays the progress of the activation process.

adetresedencylSANT 0CRAS . 0.1.11.00_ipe

| Progress [ Switch | Message |
T S

adetresedency?lSARNT 0ORAS. 0.1 11,00 ipe

| Progress | Gwitch |  Message |
Y S B

|_bow |

=

JdetresedencdlSANT OO S 0.1 11.00_ipe

| Progress | Swith [ = Message |
or |

| bow |

Figure 57 Activation progress windows
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During the final phase, the switch performs a hot reset. Fabric services are
unavailable for a short period (30-75 seconds). This is shown in Figure 58.

Note: To ensure that a nondisruptive code load and activation operation is
successful, do not attempt to do any administrative changes to the fabric
during a firmware update. If changes to the fabric are attempted during this
process, this might disrupt the firmware activation process.

3
ile Fabric Switch Port Zoning View Wizards Help
0 o @ M & XX
Add  Open  Save Refresh Events Help QLOGIC
Switch | i| SANTDO_A Showing Last Known State
P @ 5AN100_A §5 0 Response From Switch|
v SaNTOQ)|

Port [ Micknama | Details | FC Address | Sutch [

e z
itch LPurtStats LPurt Info LConﬁgured Zonesets

Devices L Swit

Figure 58 Hot reset of switch

Finally, you get the Activation Successful message, shown in Figure 59. Click the

Close button to exit.

Load Firmware
Firmware Image File: |JdewresedencySANTO0ORWAS.0.1.11 .DD_ipc| | Browse |
Version: vh.0.1.11.0 ( Fri Apr 14 17:13:31 2006 )

JUpluad Frogress Switch | Message |
«J Unpack | Activate Successful |SAN10C0_A Switch now running ..
+f Activate

Figure 59 Activation successful
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When the Firmware upgrade is complete, you can check your active level of the
switch from the Topology display, as shown in Figure 60.

SANsurfer Switch Manager - Topology g@
File Fabric Switch View Wizards Help

L = @ [ XX
Add Open  Save Refresh FEvents  Help QLOGIC
[ Switch | T

& Q@zaNT00_A ]| O Mormal
=2 SANT 0G|

SAMNTOG_A
olEEm=. ..

S

1 Field [ SAMN10G A

“||Super User True

§§ Uger Authentication Enabled True

#|[wendar GLaogic

“||Firrmwvare version Wa.0L1.11.0 (Fri Apr 14 19:13:31 200E)
“|Inactive Firmware Yersion MNi& - does not apply to this switch
“||Pending Firmware Version Wa.0.1.11.0 (Fri Apr 14 19:13:31 2006)

§§ PRCMIBoot Wersion 1120100 MonDec1214:28:51 2005
MAC Address 00:c0:dd:0c:63:85

D ;LDE\ﬂces | Active Zoneset | Switch | Link |

Figure 60 Firmware versions

Zoning

In the sections that follow we discuss zoning.

Zoning limits

These are the zoning limits for the QLogic:

» The maximum number of zone sets is 256.

» The maximum number of zones is 2,000.

» The maximum number of aliases is 2,500.

» The maximum number of total zone and alias members is 10,000.

» The maximum number of zone linkages to zone sets is 2,000. Every time a
zone is added to a zone set, this constitutes a linkage.

» The maximum number of zone members is 2,000. Aliases are considered
zone members when added to a zone.
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» The maximum number of zone members that can be added to any alias is
2,000.

Zone types
The SAN10Q supports hard zoning and soft zoning.

Hard zoning is, as its name suggests, enforced by the hardware. Hard zoning
membership can be defined only by domain ID and port number, and supports all
port types.

Soft zoning, as its name suggests, is enforced by the name server. Soft zoning
membership can be defined by Fibre Channel address, domain ID and port
number, world wide name, or a combination. Soft zoning supports all port types.

With reference to Figure 61, we utilize two SAN10Q switches to create a
redundant SAN.

The first step is to install and configure both switches using the previous topics in
this book. We linked both switches together utilizing an ISL link and plugged all
devices into the switches.

Zoning Diagram

AlX Server DS4400
o ﬁ_uu od
AIX_ZONE1 - p—
X ZONE2 L
WIN_7ONE1
ooo
oon
N_ZONE2 3582
oooooon
< Tape_ZONE ﬁ % >
. o
Xseries

Figure 61 Zoning diagram
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Zoning wizard

For small, simple installations, you can
series of dialog windows that lead you

use the zoning wizard, which brings up a
through the process of zoning a fabric. To

open the zoning wizard, select Wizards — Zoning Wizard. The wizard is only
supported on Windows servers and is self-explanatory, as shown in Figure 62.

SANsurfer Switch Manager - Faceplate

BEX

File Fabric Switch Port Zoning View v_\.'izards|

Help

i}

I—%.!e = % T Configuration Wizard ...

Add  Open Sawe Refresh pw E¥tended

Credit Wizard ...

Switch | i BAN10G_
@ @ SAN10G_A | ) normal
B2 SANT0G_A :
B2 SANT0Q_B |

: QLOGIC
Zoning U\F{ard
i

I Switch | Port | Targetnitiator | Yendor | Active 21
Afoa_A Port1  [Target IEM  ULT3580-TDZ  f...

‘hoo_a Port2  |Unknown EMULEX CORPORATION

Afog_A Port3  |Initiator QLogic Corp.

i nia A Portd  [Target | IEM_ 1742 {Rev

Al

]\ Devices L Switch L Port Stats LPnrt Info LCunﬁgured Zonesets |

Figure 62 Zoning wizard
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Zoning startup

To make zoning easier, we can give each WWN a nickname, and to do this, we
double-click the nickname field in the devices menu, shown in Figure 63. This is
not compulsory, but it can make managing the SAN less complicated.

SANsurfer Switch Manager - Topology E]@
File Fabric Switch View Wizards Help

0 a B @ m E XX

Add Open  Save Refresh Events  Help QLOGIC
Switch | | sanioa_a
@ & SANI0G_A | @ Normal
. SAMTO0G_A
Marmal
. SANTOG_B
Mormal
: Part Wbk Micknare Details | FC Address Switch Fort
“||50:03:08:01:40:46:70:03 [ iy |Ba0ice SANTOG_A Port 1
A10:00:00:00:c9:32:a8:h3 [ B50200 SANTOG_A Fart 2
#f121:00:00:e0:8h:05:48:be [] B50300 SANT0G_A Faort 3
A|20:06:00:a0:h8:0cheef (i) BA0400 SANTOC_A Port 4
f21:00:00:20:8h:05:41:be [] BEO100 SAMT0G_B Fort 1
A10:00:00:00:09:32:88:33 (i) GB0Z00 SAN10C_B Port 2
#||20:07:00:a008:0c heed (i [6E0400 SAN10Q_B Fort 4
| »
ey
=Tt

Figure 63 Topology display

We now give each of the attached WWNs a nickname, as shown in Figure 64.

Edit nickname - SANsurfer Switch Manager

Nickname: || To_3552 |

WAAAN: A00308c140467003
Location: SAM10G_A Port: Portl

OK || Cancel H Help |

Figure 64 Adding nickname
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From the Faceplate window of any switch, we select Zoning — Edit Zoning, as

shown in Figure 65.

SANsurfer Switch Manager - Faceplate

M=%

File Fabric Switch Port

Zoning | View Wizards Help

0 =
Add Open Save
[ Switch |
@ @ SANTOG_A
L= SANI0G_A
=2 SANT0G_B

Edit Zoning ... n
Edit Zoning Config .. =
— Hel,
Activate Zone Set ... 4 ° QLOG Ic
Deactivate Zone Set
Restore Default Zoning
i Part AT Micknarne Details | FC Address Switch Paort
50:03:08:c1:40:46:70:03  |LTO_3582 (i) Ga01ce SAN10Q_A Fort1
10:00:00:00:c9:32:a8:03  |AK_HBAT (i) BE0Z00 SANT0Q_A Fort2
A21:0000e0:8h0548 0 WIN_HBAT (] B&0300 SAMT0Q_A Faort3
20:06:000a0:b8:0cchbeed  |DE4400_CUA (i) 650400 SANI0GQ_A Fort 4

I

Figure 65 Starting Zoning configuration
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The Edit Zoning window is now displayed, as shown in Figure 66. Notice that the
nicknames that were set up previously are displayed in the Members window. If
you do not set up nicknames, then you see the WWN of each device.

File Edit
L Tl
B = & &
fone Set Alias Remove
9 Fane Sets iMembers

@ =3 SANTOQ_A
¥® Dormaini01 Port# 0
% ¥ Domain101 Port#1

@ [ FC Address: 6501 ce

"I LTO_3582
o 3% Domain:1 01 Port# 2
? D FC Address: 650200

T2 b _HBa1
¢ ¥ Domain101 Port# 3
¢ [ Fcaddress: 650300
b iN_HEA1
o 3% Domain:1 01 Port# 4
@ D FC Address: 650400

':‘
= D54400_CUA

ZoneSet ORPHAN ZONE SET

1

| appty || ciose || mHew |

Figure 66 Edit Zoning window

Creating an alias

An alias is a named set of ports or devices that are grouped together for
convenience. You can add an alias to one or more zones. However, you cannot
add a zone to an alias, nor can an alias be a member of another alias. To create
an alias, from the window shown in Figure 66, select the Alias button.
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Enter the alias name in the window shown in Figure 67, and repeat this step for
all the alias names that you wish to create.

Create Alias h

Alias Name [TAPE_3580 |

| OK || Cancel H Help |

Figure 67 Create Alias

When this is done, you have a list under Zone Sets of all the alias names that
you have defined, as shown in Figure 68.

Edit Zoning - SANsurfer Switch Manager
File Edit
= 4 -
H & B = H
Zone Set Alias Remaove:
@ Fone Sets iMermbers

ZoneSet ORPHAN ZONE SET | |9 B3 S4N100_A
: 2% Comain101 Port# 0

© B¥ Dormain1 01 Port# 3
¢ [] Foaderess: es0300
_ "L WiIN_HEAT

% B¥ Domaini1 01 Port# 4
[ Ij FC Address: 650400

" DS4400_CLUA
(MW Cenain 101 Port# s

| dooy | | close |

Alias WINSERVER_HBAZ

[] wias: aps_Heas | ¢ 3% Domaint Porta

[] mias: anes_Heaz ¢ I Fo Adaress: 6501ce
[] aiias: Ds4400_cua - L10_3882

D Alias: DS4400_CUB © ¥ Domain:101 Port# 2

D Alias: TAPE_3580 = |j FC Address: 650200
[] sias:WINSERVER_HBAT | & a rea

0 ;

1]

Help

Figure 68 Alias names

There are three methods that you can use to add members to an alias:

» To use the drag-and-drop method, click and hold down the mouse button on
the member to be added to the alias. Drag the selected member from the right
pane to the alias in the left pane.
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» Select the alias in the left pane and the member to add to that alias in the right
pane, and then click Edit - Add Members.

» Select the alias in the left pane, select the member to add to that alias in the
right pane, and click the Insert button.

Using one of these methods, add the members to the alias names, as shown in

Figure 69.

Edit Zoning - SANsurfer Switch Manager

¢ [] aias: ances_reat
- ap_HBat

¢ [] aias: anes_reaz
- ap_HBa2

¢ [] wias Ds4200
4=} pesson_cua
- Des400_cue

¢ [] aias: Ds4s00_cua
-} pesson_cun

¢ [] aias: Ds4400_cus

ZoneSet ORPHAN ZONE SE

File Edit
= 4 A
€[ = & = =
Zone Set Alias Insert  Remove
@ Zone Sets Al ¢ [] Fcaddress as0s00 -

i D54400_CUA
Dormain:101 Port#5
Comain:101 Port# 6
Dormain101 Port# 7
Dorain101 Port# 8
Dornain101 Port# 9

9 =0 SANT0G_B
¥ Domain:102 Port#0
¢ % Domaini102 Port#1
¢ [] Fcaddress: gen10
= WIN_HBA?
o % Domain: 02 Port# 2

¢ [] Fcaddress aroz00

o L ane HEAZ
[P Ol Mnurlﬁém;mz Port# 3 <
- o N fand —
| Apphy | | Close | | Help |

Figure 69 Adding a member to an alias

Implementing the SAN10Q-2

49



Creating a zone set and zones
By clicking the Zone Set icon, as shown in Figure 69 on page 49, you get a

window to enter the zone set name, as shown in Figure 70. Enter your zone set
name and click OK.

Create a zone set

Zone Set Name [IT5020060817)

oK

|| Cancel H

Help |

Figure 70 Create a zone set

Now click the zone set that you just created and click the Zone button, as shown
in Figure 71.

Edit Zoning - SANsurfer Switch Manager

|

Al
Al
Al
Al
Al
Al
Al
Al

PP PP

(EH A | E e | ] R |

lias:
lias:
lias:
lias:
lias:
lias:
lias:

lias:

ZoneSet: ORPHAN ZONE SET |
ZoneSet TS020080817 |

AlXPE_HBA1
AlxPES_HBAZ
D34400
DE4400_CUA
Ds4400_CUB
TAFE_3580
WiNSERVER_HBEA1
WINSERYER_HBAZ

File Edit
= W o
G 5 & =& =
Zone Set | Zol Alias Remaowve
@ Fone Sets | Create azZone AT T

B¥ Domaini102 Port#0
¢ B% Dorain102 Port# 1
¢ [] Fcaduress: 6B0100
L vin_neaz
@ ¥ Domain102 Port# 2

¢ [] Fcaduress: 680200

[B¥ Domain102 Part# 3
@ ¥% Domain102 Port# 4

@ [] Fc address: 680400

= Dsad00_cUB
Domain102 Port#5
Domain102 Port# 6
Domain:102 Port# 7
Domain102 Port# 8
Domain:102 Port# 9

| anoy

|| cese || mew |

Figure 71 Zone set created
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Enter the name of the zone that you wish to create, as shown in Figure 72, and
repeat this step for all the zones you wish to create.

Create a zone

Zone Name [:_zoNE| |

| OK || Cancel H Help |

Figure 72 Create zone

Under the zone set you created, you see all the zone names that you just
created, as shown in Figure 73.

Edit Zoning - SANsurfer Switch Manager
File Edit

E/ = & = =
fone Set Alias Insert Remove
¢ Zone Sets Dormain:101 Port# 6 ol

ZoneSet: ORPHAMN ZOME SET
@ ZoneSet [TSO20060817
[E3 Zone: AlX_ZONET (Sof)
[E3 Zone: AlX_ZONEZ (Sof)
[E3 Zone: TAPE_ZOME (o)
[E3 Zone: WIN_ZONET (Sof)

Comain101 Port# 7
Damain:101 Port# 8
Comain101 Port# 9
@ =3 SANTOG_R

¥Y¥ Domain102 Part# 0
¢ % Domain102 Port#1

¢ [] Fcaddress:sen100
':‘

b WIN_HEAZ
(S5 Zane: WIN_ZONEZ (Safl) | o W comant0zpone 2
o [ aias: s _Hea ¢ [] rc address: gen200
o [] alas: AXP5_HBA2 | B an_Ba2 |
e [ atiee-redsnn il T e et e -
| Apphy | | Close | | Help

Figure 73 Zones created
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By default, all zones are set up for soft zoning. To change any details of the zone
that you created, such as zone type and name, right-click the zone and select the
action from the menu options displayed, as shown in Figure 74.

Edit Zoning - SANsurfer Switch Manager
File Edit
4 1
@ = & =&
Zone Set Alias Insert Hemowve
- L ) : Fs
g tiEl CE $¥ Domain101 Part# 6 sl

ZoneSet ORPHAN ZONE SET
¢ [@] zoneset IT5020060817
(=] Zone: A_ZONE1 (Sofy

X3 Zone: AX_ZONEZ (Sof
¥ Domaini102 Port# 1

(=] Zon Rename ..
- » [] Fcaddress: se100
|E| Zon| Set Zone Type ... =

[Z5] zon| Remaove Zone From Set o |—| V:”D[\lz_PHB:i 5
o I:I Alias: A Remaove Fone from All Zone sets l prmain. °
as: » [] rc address: en200
Add Zone Member(s)

o Alias: A i=h
I:I Create Members L AR_HBAZ
o] |_| Ali =

B9 Domain101 Port# 7

(¥¥ Domain101 Port# 8

|$¥ Domain101 Port# 9
@ =3 3AN10G_B

B¥ Comain102 Port# 0

1

1N A O Dl 4 1

Properties
[ #PPy [ [ CHse Help

Figure 74 Zone modification

Adding members to a zone can be done in a number of ways:
» Select a member by alias name, and drag it into the zone.

» Select one or more members by port number, Fibre Channel address, or
World Wide Name in the device tree. Then select the zone in which to add
members, and select the Insert button, as shown in Figure 75 on page 53.

» Select a member by port number, Fibre Channel address, or World Wide
Name in the device tree, and drag it into the zone. You can select and drag
multiple ports or devices by clicking and holding the Ctrl key while dragging
into the required zone.
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Do this to configure all your zones and click the Apply button to save changes to
the zoning database.

Edit Zoning - SANsurfer Switch Manager
File Edit
= # £
B =2 & &
Zone Set alias Inyert | Remove
@ Zone Sets aLil T ac address: BE01c -
Inger selected h ’ ]
ZonsSet ORPHAN ZoNRSED 2elecled zone members

"I LTO_3582 =
¢ ¥ Domain101 Port# 2
¢ [ Fcaddress: 650200
T2 lAl¢_HEA1
¢ B¥ Dorain:107 Port# 3
@ D FC Address: 50300
T WIN_HBAT
¢ ¥ Domain101 Port# 4

¢ [ Fcaddress: 650400
= Ds4son_cua

@ ZoneSet: [TS0O20060817
=] Zone: AlX_ZONET (Sof)
=] Zone: AlX_ZONEZ (Sof)
=] Zone: TAPE_ZONE (Soft)
=] Zone: WIN_ZONET (Soft)
=] Zone: WIN_ZONE2 (Soft)

o D Alias: AlKPES_HBA1

o D Alias: AlKPS_HBAZ

@ [] aliae nodann :5 ;

1]

| awpty || close || nhew |

Figure 75 Adding zone members

Click the Save Zoning button in the window shown in Figure 76.

Save Zoning & Error Check

There were 0 errars found.

IStatus: Error Check Complete

| Save Zoning | | Close

Figure 76 Save Zoning
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Click Yes to activate from the window shown in Figure 77.

Lone set activation

After the zoning save is completed would you like to activate one of the zone sets?

Yes HNo

Figure 77 Zone set activation

Select the zone set you wish to activate and click OK, as shown in Figure 78.

Select Zone set to be activated

Select Zone Set | ITS020060817 -

| 0K | | Cancel

Figure 78 Zones set to be activated

Check the status line of the window shown in Figure 79 to see whether the zone
set was activated.

= -

Save Zoning & Error Check

There wera 0 errars faund.

Sending Changes...

Changes saved to SAMNT0G_A. Saving Zoning. ..
SANT0G_A Zoning save complete.

Wetivating zone set "ITS0O2006081 7",

Fone set"ITSO2006081 7" activated.

Duration 8 second(s).

IStatus: Zone set "ITS020060817" activated.

| Save Zoning | | Close

Figure 79 Zone set activation complete
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Modifying zoning

Using the Edit Zoning window, as shown in Figure 80, you can add, delete, and
modify all zoning information. You can create a new zone set using the previous
steps and create new zones in this new zone set. You can also modify the active

zone set.

Edit Zoning - SANsurfer Switch Manager

ZoneSet: ORPHAMN ZOME SET
@ ZoneSet [TSO20060817

& [T3 Zone: AlX_ZONET (Sof)

& [T3 Zone: AlX_ZONEZ (Sof)

@~ (T Zone: TAPE_ZONE (3oft

e~ (T Zone: WIN_ZONET (Soft

e~ (T Zone: WIN_ZONE2 (Soft
o [] alias: AXP5_HBA1

@ [Z3] Zone: NEWTAPE_ZONE (Sof |

[Tv] |

w |

File Edit
d Tl
B = & &
fone Set Alias Remove
9 Fane Sets AIMembers

® =3 SANT0G_A
B¥ Domain101 Part# 0
¢ % Domain101 Port#1

@ [ FC Address: 6501 cc

T LTO_3582
¢ 3% Dormain:1 01 Port# 2
@ |j FC Address: 650200
4 ab_HBat
¢ ¥% Domain101 Port# 3
¢ [] Foaddress: 650300

o WIN_HEAT

1]

| fppy || Close | | e |

Figure 80 Edit zoning
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As shown in Figure 81, we added a new zone to the active zone set, called
NEW_TAPE in our example. We also added the members to this zone set. To
activate the change, select the Apply button and activate the same zone set.

Edit Zoning - SANsurfer Switch Manager
File Edit
o -
H B & = o
Zone Set Alias Insert  Remowve
@ Fone Sets | Members -

@ 0=3 SANT0G_A
2% Comain101 Port#0
¢ 3% Dornain1 01 Port# 1

& T FC Address: 6501 ce

ZoneSet ORPHAMN ZOMNE SET
o} ZoneSet (TSO20060817
&= [T7] Fone: AlX_FOMNET (Soffy

&[] Zone: AX_TONEZ (Soffy E LTO 3582
&= [T7] Zone: MNEWY TAPE (Sof ¢ ¥% Domain101 Port# 2
@ [T5) Zone: NEWTAPE_ZONE (Sofl |- ¢ [J Foaddress: 650200
B oL
& [T5] Zone: TAPE_ZOME (Soff : [ AX_HBAT
Comain101 Port# 3
&= [T7] Zone WIN_ZOMNET (Soff ? "
3 ress:
: o} |j FC Add 50300
&[] Zone WIN_ZOMEZ (Sofl [ =
ol T WIN_HBAT =

| appby || close || e |

Figure 81 Zone addition

Performance viewer

The performance viewer application is a separate application from the switch
management application that displays port performance using graphs.

The performance viewer provides a method to visually monitor the real-time
traffic for each port on a switch. Traffic for a port is displayed in its own graph that
is continually updated to reflect changes as they occur, and is based on the
number of kilobytes (Kb) or on the number of frames that pass through that port
per second.
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To start the performance viewer from within the topology display, select
Fabric — Start Performance Viewer, as shown in Figure 82.

SANsurfer Switch Manager - Topology

[][= ]

Switch View Wizards Help

Adid Fabric ... [m

Remaove Fabric L
- Events Help
Fahric Tracker 3

XX

QLOGIC

Security Consistency Checklist... _A
@ Rediscover Fabric mal
Show Event Browser
= . .SN\HUQ_A
Mormal

hddreas Sweitch Port | Targetinitiator | Wendar Active Zones Row #
oo SANTOO_A Port1  |Targst IBM_ ULT3580-TDZ (. |NEW_TAPENE._[1
on SAN10Q_A Port 2 ‘Unkﬂnwﬂ ‘EMULE}(CORF‘ORA‘HON A_FONETNE. |2
00 SANTOQ_A Fot3  |initiator QLogic Corp. TAPE_ZONEMI..|3
oo SANT0GQ_A Port 4 Target IEM 1742 (Rew. ... AX_ZOMNET WM. |4
on SAN10Q_B Port 2 ‘Unkﬂnwﬂ EMULEX CORPORATION AX_FONE2NE . |5
on SANT0Q_B Portd | Target llEM 1742 (Rev. ... AX_ZONEZWI... |6
il
| Deces  actum st | St | L |

Figure 82 Starting performance viewer
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On the left side of the window is a list of ports available for monitoring. Click the
ports that you wish to monitor, and a graphical view of these ports appears in the
right-hand side of the window, as shown in Figure 83.

ul T rmance

File Fabric Graph Window Help

Add  Femove  Help

Fabric | Nl E 101 porto : san100_n (9.43.86.120 & & [E
@ @ 94386.124 ;
@ = SANI0G_A

Domat 11 Bl
Dorni Domain:101 Port# 0
Dormain:101 P
Domain:101 P|[:
'BY Damain:1 01 P||
B® Comain:101 P
B¥ Domain:101 P [
'§Y Domain101 P|:
¥ Domain1o1 P||:
@ =0 SANI0G_E :
Dornain:102 P||:

B¥ Domain:102 P [

B% Domain1 02 P|

'B¥ Domain:102P||:

B% Domaint 02 P||

B¥ Domain:102 P |

B¥ Domain:102 P |

¥ Domain102 P||:

B¥ Domain102 P |

BY Domain102 F)|:

4 B8 =D
Figure 83 Performance view
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Select Graph — Modify Graph Options from the tool bar. This opens the
Default Graph Options dialog, shown in Figure 84. Here you can choose display
options that affect what is to be plotted and how the graphs are displayed.

Default Graph Options

Select Data to Display on Graph

[v] Show Bytes Data on Graph

[l Total Bytes | Select Color ... |
|| Total Tx Bytes | selectcColor.. |
[¥] Total Rx Bytes | Select Color ... |

[C] Show Frames Data on Graph

[~ Total Errors | Select Color ... |

[v| Display Grid on Graph | Select Color ... |

Select BacKkground Color Tor Graphs |

_! Apply these changes to all graphs
! Apphy these changes to the currently selected graph

@ Apphythese changes OMLY to new graphs

I Ok || Cancel || Help

Figure 84 Default graph options

You can select to display the following data:

>

Display either frames data or byte data on the graph. These can be plotted as
one or all of the following, and you can also choose the color scheme for the
graph:

— Total frames/bytes transmitted and received (Total Frames/Bytes)
— Total frames/bytes transmitted (Total Tx Frames/Bytes)
— Total frames/bytes received (Total Rx Frames/Bytes)

Display total errors by clicking the Total Errors check box.

Display or hide the unit grid. Click the Display Grid on Graph check box to
display the unit grid.

Set your default graph options.

Select one option and click an OK button to apply the color scheme changes
to all graphs, to the currently selected graph, or to only new graphs.
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Figure 85 shows an example of monitoring four ports. This includes monitoring E

ports.

SANsurfer Performance View

File Fabric Graph Window Help
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Figure 85 Performance line graph
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Figure 86 shows an example of monitoring four ports using bar graphs. This
includes monitoring E_Ports.

SANsurfer Performance View u@m

File Fabric Graph Window Help

N
Add Hemove  Help
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= SANT 0O A
Domain10
Domain:10
Comain10
Domain10
Domain:10
Domain:10
Domain10
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Domain10
@ =1 SANT00_E

$%¥ Domain1o
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Domain10
Domain:10
Domain:10
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BOM TIM
A0M S0M
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Figure 86 Performance bar graph
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To change your view from bar graph to line graph, select Graph — Set Global
Graph Type.

By selecting File — Save Current Graph Statistics to file from the performance
view menu shown in Figure 87, you get the option to save a single graph to afile,
or by selecting File — Save All Graph Statistics to file, you can save all graphs
currently being monitored. This data is saved as a .csv file.

SANsurfer Performance View E]@E
File | Fabric Graph Window Help
Open View File... Ctrl-0
Save View As...
Save Current Graph Statistics to File...
Save All Graphs Statistics to File... SAN100_A (9.43.86.129) o“ @ [X [1] Port1 : SAN100_B (9.43.86.124) o“ @& [Z]
Print Graph Window 123M
. . n
Save Default Fabric View File... oot }
- W‘J\L’l e, o i o |F e bl
Preferences... i v R A Ay
S0M
Exit ™
DIOTTTETTT T O 7 o M 4
Domain:t 0 [ WL A MI A
Dornain:1 0
Dornain:1 0 total bytesizes tx btesises [ f[total bytesizec tx bytesizes
Dornain:1 0 rx bytesisec errarsises i llrx bytesisec errarsises
Darmain:10 —_ e —————_,y,—
Dorain- 0 [ (01 Porto : SAN100_B (9.43.86.120) o | [ [4] Port4 : SAN100_B (9.43.86.124) “ & [
@ 0=3 SANI0C_B 100M L
Dornain:103 s0M oM ll
Dornain:103 ELN | T e
) ] heyf i 45M i
Darnain:103 M'I\HU
Domain:101 A A h
Domain:103 £l ELL |>{ n
Damain: 103
Dormain:t 02 3
Darnaint 03] | G ffestsl butesisec tu btesisec || Wictal bytesisec tx bytesises
B ] ||l butesisee errarsisec il rx bytesisec errarsises

Figure 87 Saving performance data to file

By default, the polling frequency is set to one second. You can change this by
selecting Graph — Set Polling Frequency. This option window is displayed in
Figure 88.

Set Graph Polling Frequency

Set Polling Fregquency { 1 - 60 seconds i ﬂ_|

0Ok H Cancel || Help |

Figure 88 Polling frequency
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Logs and troubleshooting

In these sections we show the logs and some basic troubleshooting information.

Event browser

The event browser displays a list of events generated by all of the switches in the
fabric, as well as the switch management application. Events that are generated
by the application are not saved on the switch, but can be saved to a file during
the switch management session. To display the event browser, select Fabric —
Show Event Browser, as shown in Figure 89.

SANsurfer Switch Manager - Faceplate

BEX

Add Fabric ...
Remove Fabric

| Fabric Tracker
SW  Show Event Browser

¢ €2 SANTOO_A
B0 SANTOG_A
B3 SANT0Q_E

File | Fabric | Switch Port Zoning View Wizards Help

@ M = E

Refresh Fvents Zoning  Help

XX

QLOGIC

SANTOG_A

i O Normal

3 £ EX B3

A_Portimam [ Mickname | Details | FCAddress [ gw
A|308:c1:4046: 7003 |LTO_3582 @) |B501ce SANTDQ
||o0000a3zag03  (AK_HEAT @) 850200 SAN100
||om00:e0:ak05:48be WIN_HEAT @) 650300 SAN10Q
||6:00:a0:08:0che:e8 DS 4400_CUA @) 650400 SAN100
Al | I

]\ Devices L Switch L Port Stats LPnrt Info LCunﬁgured Zonesets |

B

Figure 89 Event browser selection
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If you cannot select the event browser option, you might have to enable the
Show Event Browser option in the Fabric menu. Select File — Preferences, and
from the window shown in Figure 90, enable the event browser.

Note: If the event browser is enabled using the Preferences dialog, the next
time the application is started, all events from the switch alarm log are
displayed. If the event browser is disabled when the application is started and
later enabled, only those events from the time the event browser was enabled
and forward from that time are displayed.

Preferences

Working Directory: |::1D|:|cuments and Beﬁingsl&dministratnﬂ Browse
Browser Location: |m Filegiinternet ExplnrenIE}(PLORE.E}(E| Browse

Application-wide Options

Yiew file auto save and load: (%) Enabled () Disabled
Display initial startup dialoo; ' Enabled (% Disabled

Display dialog when making non-secure connections: ' Enabled @ Disabled

Event browser: @ Enabled ' Disabled
Preferred Initial Port View: View Types ¥
| ok | close | mHem |

Figure 90 Preferences
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Entries in the event browser, as shown in Figure 91, are formatted by severity,
time stamp, source, type, and description. The maximum number of entries

allowed in the event browser is 10,000. The maximum number of entries allowed
on a switch is 1,200. When the maximum is reached, the event list wraps and the
oldest events are discarded. The switch uses the switch time stamp, while event
entries generated by the application have the workstation’s time stamp.

Event Browser

ok

File Sort Filter Help

Ready

Figure 91 Event Browser

| Timlest.amp | Source | NType e : Description |
08M7/06 12:29:42 AM SANI0G_B Swyitch [2400.0023]Successiul lagin user (admin@ B-sessiond) with admin privilege
from address 9.43.109.21-1560
<0811 7I06 12:30:25 AM SAN10G B Alarm [1004.0041]Eport Isolating due to Eport License Exceeded
081 7I06 12:37:26 A SAN1T0G A Eport [8700.0005]Inter-Switch Link {15L) Offline
K08 7006 12:37:26 AM SAN1T0G A Alarrn [1004.0030]Tapology change, lost route to switch with domain (D1
081 7/06 12:37:45 AM SAN10G B Eport [8700.0005]Inter-Switch Link {I5L) Offline
(1) O3M7I06 12:37:45 AM SANIOG B Alarm [1004.0030]Topology change, lost route to switch with domain (D 101
0817106 12:37:55 AM SANAOG_A Switch [2400.0023]Successiul lagin user (admin@OB-sessiond) with admin privilege
from address 9.43.109.21-1709
081 7/06 12:38:39 AM SANTOG B Swyitch [8400.002C]User login session 9 user (admin@IB-sessiond) has timed out
° 08MTI0612:47:11 AM SANTOG_B Switch [400.002A4)User (admin) attempted to log into switch with an incorrect
password from 9.43.109.21
08MF/06 12:47:20 AM SANTO0G_B Switch [8400.0023]Successiul login user (admin@OB-sessiont 0) with admin
privilege from address 9.43.109.21-1728
08M 7/06 12:47:53 AM SANTO0G B Switch [8400.0001Modifving configured DamainlD 1 to negotiated value 101
08M 7/06 12:50:19 AM SANTOG_A Switch [8400.0023]Successiul login user (admin@OB-sessions) with admin privilege
from address 9.43.109.21-1737
081 7I06 12:51:16 A SANTOG A Eport [8700.0004]Femote Switch WAMN is 10:00:00:c0:dd:0c:63:23
CE\08/1 7106 12:51:16 A SANTOG A Alarm [1004.000A)Eport Isolating due to EFP Domain Overlap
® 08MF/06 12:81:16 AM SANTOG_A Alarm [1004.0036]00main ID 101 assigned to different switches. Cannotjoin
fabrics.
081 7006 12:54:12 AM SANIOG A Eport [8700.0004]Remote Switch WAMN i 10:00:00:c0:dd:00:63:23
NRMAFINR 1257417 A SANIND A Enirt [87 00,0003 Tapology chanoge, switch with domain 10102 joined the fabric

-

L]

To save or export the events to a file during a session, select File — Save As,
and enter a name for the XML file.

From the event browser you can get important information regarding the status of
your switch or fabric. The event browser gives you detailed information regarding
any errors that have occurred.
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Severity is indicated in the severity column using icons. The meanings of these
icons and their severity are shown in Figure 92.

user or field service is required. Alarms are posted asynchronously to the
Alarm screen and cannot be turned off. If the alarm denctes that a system error has
occurred the customer andfor field representative will generally be directed to
provide a “show support” capture of the switch.

Critical event — An event that indicates a potential failure. Critical log
° messages are events that warrant notice by the user. By default, these log
Critical messages will be posted to the screen. Crntical log messages do not have
alarm status as they require no immediate attention from a user or service
representative.

® Alarm — An Alarm is a "semviceable event”. This means that attention by the

Warning event — An event that indicates errors or other conditions that may
& require attention to maintain maximum performance. Warning messages will
Warning not be posted to the screen unless the log is configured to do so. Warning
messages are not disruptive and, therefore, do not meet the criteria of Critical.
The user need not be informed asynchronously.

Mone |Informative | An unclassified event that provides supporting information.

Figure 92 Event severity levels and icons

Filtering the event browser enables you to display only those events that are of
interest based on the event severity, time stamp, source, type, and description.
To filter the event browser, select Filter — Filter to open the Filter Events dialog,
shown in Figure 93. The filter does not remove the events from the browser.

Filter Events - SANsurfer Switch Manager
- Severity

¥ Alarm (¥ Critical [ Warning [ Info

rDate / Time

[_] From:

[ To:

rText
[_] Source:
1 Type:

[C1 Description:

| Filter || Close || Help |

Figure 93 Filter events dialog
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Support files

The Download Support File menu option assembles all log files and switch
memory data into a core dump file (dump_support.tgz). This file can be sent to
technical support personnel for troubleshooting switch problems.

From SANsurfer, select the switch for which this is required. Then from the
Faceplate menu, select Switch — Download Support File. You then select the
desired location on your work station, and the name of the file you wish to save
using the Browse button. Click the Start button and the file is saved to your
workstation, as shown in Figure 94.

Download Support File

~Download location:

Browse ||C:‘tcnde‘tresedencgﬂSAN1Daldump_suppun.tgz |

~Status

Support file saved.

Start | | Close | ‘ Help

Figure 94 Support file download
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Switch reset
There are three ways to reset a switch, as shown in Figure 95:
» Hot reset. This resets a switch without a power-on self-test. This reset

activates the pending firmware, but does not disrupt switch traffic. If errors are
detected on a port during a hot reset, the port is reset automatically.

» Reset. This resets a switch without a power-on self-test. This reset activates
the pending firmware and it is disruptive to switch traffic.

» Hard reset. This resets a switch with a power-on self test. This reset activates
the pending firmware and it is disruptive to switch traffic.

SANsurfer Switch Manager - Faceplate E]@
File Fabric | Switch | Port Zoning View Wizards Help

Archive ... m

Restore ... y  Help QLOGIC

User Accounts ...

Set Date/Time ...

Switch Properties ...

Advanced Switch Properties ...
Security Consistency Checklist ...
Network Properties ...

SHMP Properties ...

[0 Toggle Beacon

b4 Lo ea Lo e Lo wa Lo ek Lo s

EN EY C O

Port Threshold Alarm Configuration .. Mickname | Details | FC Address | 5w
Load Firmware 0_3582 [47] 6501cc SAN10G
= HRA1 [47] 650200 SAN10G
Reset Switch ¥ Hot Reset Y] 650300 SAMN10G
Restore Factory Defaults Reset () SSUA00 SAHIIDE
Features ... Hard Reset >
pownisod Suw?‘} e Port Stats L Port Info L Configured Zonesets |

Figure 95 Switch reset

Maintenance mode
If there is a requirement to reset any switch setting to default, such as IP address
or password, perform the following procedure using maintenance mode.

Maintenance mode temporarily returns the switch IP address to 10.0.0.1 and
provides opportunities to perform the following tasks:

» Unpack a firmware image file.

» Restore the network configuration parameters to the default values.

» Remove all user accounts and restore the admin account name password to
the default.

» Copy the log file.
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» Restore factory defaults for all but user accounts and zoning.

» Restore all switch configuration parameters to the factory default values.

» Reset the switch.

» Update the system boot loader.

To place the switch in maintenance mode, perform the following steps:

1.

Press and hold the maintenance button with a pointed tool, as indicated by
the white arrow shown in Figure 96 on page 70.

. All LEDs light up. Wait until only the heartbeat LED is lit, and release the

button.

Establish a Telnet session with the switch by using the maintenance mode IP
address 10.0.0.1, using a crossover cable to your workstation.

Enter the maintenance mode account name prom and password prom, and
press Enter:

Switch Togin: prom
Password: xxxx

The menu shown in Example 1 is displayed.

Example 1 Account name and password

0) Exit

1) Image Unpack

2) Reset Network Config

3) Reset User Accounts to Default
4) Copy Log Files

5) Remove Switch Config

6) Remake Filesystem

7) Reset Switch

8) Update Boot Loader Option

You can now select a switch recovery option. Type the number corresponding
to the option that you wish to select, and press Enter.

Front panel
On the front panel we have three status LEDs.

» The input power LED, which indicates the voltage status of the switch

» A heartbeat LED, which indicates the status of the internal switch processor

and the results of the power-on self-test

» A system fault LED, which indicates an over-temperature condition or a

POST error
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We also have a reset button indicated by the white arrow in Figure 96.

Figure 96 Front panel

LED diagnostics
In the following sections we describe the LED conditions.

Input Power LED

The input power LED is lit when the Fibre Channel switch logic circuitry is
receiving the correct voltages. If the input power LED is off, complete the
following steps:

1. Inspect the power cords and connectors. Is the cord disconnected or is the
cord or connector damaged?

2. Inspect the ac power source. Is the power source delivering the correct
voltage?

3. If the condition remains, contact your technical support representative.

System fault LED

The system fault LED is lit when the Fibre Channel switch logic circuitry is
overheating or when there is a POST error. The system fault LED is always
accompanied by a heartbeat LED error flash code. If the system fault LED is lit,
identify the heartbeat LED error flash pattern, and take the necessary actions.

Heartbeat LED

The heartbeat LED indicates the operational status of the Fibre Channel switch.
When the POST is complete with no errors, the heartbeat LED flashes at a
steady rate of once per second.
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When the Fibre Channel switch is in maintenance mode, the heartbeat LED is lit
continuously. All other flash patterns indicate critical errors.

v

Two flashes - internal firmware failure flash pattern
Three flashes - system error flash pattern

Four flashes - configuration file system error flash pattern
Five flashes - over-temperature flash pattern

vYvyy

Port logged-in LED

Above each port is the port logged-in LED. This LED has the following three
indications:

» Lit continuously - This means that a device is logged in to the port.

» Flashing once per second - This means that a device is busy logging in to the
port.

» Flashing twice per second - This means that the port is down or offline, or an
error has occurred. If a port logged-in LED is flashing twice per second,
review the event browser for alarm messages about the affected port. You
can also inspect the alarm log by using the Show Alarm command.

Note: For more detailed information regarding these LEDs, refer to Chapter 5
of the System Storage SAN10Q 4 Gbps 10-Port Fibre Channel SwitchType
6918 Installation Guide, 31R1632, on the CD supplied with the switch.

Port testing
The following sections cover the ways to test a port.

Resetting a port

The Reset Port option re-initializes the port using the saved configuration. From
the Faceplate window, select the ports to be reset, then select Port — Reset
Port. You get the confirmation message shown in Figure 97. Click OK to reset
the port.

SANsurfer Switch Manager

% Paort res&cuuld disrupt traffic.
. Continue with port reset?

| 0K H Cancel |

Figure 97 Resetting port
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Testing ports

The port loopback tests verify correct port operation by sending a frame out
through the loop, and then verifying that the frame received matches the frame
that was sent. Only one port can be tested at a time for each type of test.

To run the internal, external, or online port loopback test on a port, select Port —
Port Loopback test, and window shown in Figure 98 is displayed. From this
window, you have the following panels available:

» Test Selection area: Here you can choose the type of loopback test to be run
and select the port number:

— Internal: The internal test sends a test frame from the ASIC through the
SerDes chip and back to the ASIC for the selected ports. The port passes
the test if the frame that was sent by the ASIC matches the test frame that
was received. This test requires that the port be in diagnostics mode, and
is therefore disruptive.

Port Loopback Test
Symhbolic Name: SANT0C_BE
Test Details Test Selection
Select Port: Port3 «
Select Test:
® Internal ' External ) Online
Test Results Test parameters
Frame Count: 100
Test Status: | |nactive
Frame Size [40-292]: 246
Test Pattern:
STETIEE SETE i® Use Default Pattern

(" User Defined Pattern [hex]:

Failure Count: )
[] Terminate Test Upon Error

o] [0

Figure 98 Port loopback test
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External: The external test sends a test frame from the ASIC through the
SerDes chip, through the SFP module fitted with an external loopback
plug (as shown in Figure 99), and back to the ASIC for the selected ports.
The port passes the test if the test frame that was sent by the ASIC
matches the test frame that was received. This test requires that the port
be in diagnostics mode, and is therefore disruptive.

Figure 99 External loopback plug

Online: The online test verifies communications between the port and its
device node or device loop. The port being tested must be online and
connected to a remote device. The port passes the test if the frame that
was sent by the ASIC matches the frame that was received. This test does
not disrupt communication on the selected port.

» Test Parameters:

Enter the frame count.
Enter the frame size.

Enter the test pattern. You can use the default pattern or enter an 8-digit
pattern (hex). For online test, you can select the Terminate Test Upon
Error check box if you want the test to stop should it encounter an error.
You click Start Test to begin the test. The Test Results area shows the
test status, number of frames sent, and number of errors found.

Implementing the SAN10Q-2 73



Click Start Test, as shown in Figure 98 on page 72, to begin the test. You get a
window like the one shown in Figure 100. Read this message and click OK. Then
observe the results in the Test Results area of the window shown in Figure 98 on
page 72.

SANsurfer Switch Manager

% External port test requires a loophack
device be plugged into the selected port.

Click "OK™ when loopback device is installed.

| 0K || Cancel |
M.
Figure 100 Start test dialog

Take the necessary actions based on the resultant feedback. If necessary,
contact technical support for diagnostic help.
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storage software and management, services, and support, and is both an IBM
Certified IT Specialist and an IBM SAN Certified Specialist.
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Notices

This information was developed for products and services offered in the U.S.A.

IBM may not offer the products, services, or features discussed in this document in other countries. Consult
your local IBM representative for information on the products and services currently available in your area.
Any reference to an IBM product, program, or service is not intended to state or imply that only that IBM
product, program, or service may be used. Any functionally equivalent product, program, or service that
does not infringe any IBM intellectual property right may be used instead. However, it is the user's
responsibility to evaluate and verify the operation of any non-IBM product, program, or service.

IBM may have patents or pending patent applications covering subject matter described in this document.
The furnishing of this document does not give you any license to these patents. You can send license
inquiries, in writing, to:

IBM Director of Licensing, IBM Corporation, North Castle Drive Armonk, NY 10504-1785 U.S.A.

The following paragraph does not apply to the United Kingdom or any other country where such
provisions are inconsistent with local law: INTERNATIONAL BUSINESS MACHINES CORPORATION
PROVIDES THIS PUBLICATION "AS IS" WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR
IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF NON-INFRINGEMENT,
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. Some states do not allow disclaimer
of express or implied warranties in certain transactions, therefore, this statement may not apply to you.

This information could include technical inaccuracies or typographical errors. Changes are periodically made
to the information herein; these changes will be incorporated in new editions of the publication. IBM may
make improvements and/or changes in the product(s) and/or the program(s) described in this publication at
any time without notice.

Any references in this information to non-IBM Web sites are provided for convenience only and do not in any
manner serve as an endorsement of those Web sites. The materials at those Web sites are not part of the
materials for this IBM product and use of those Web sites is at your own risk.

IBM may use or distribute any of the information you supply in any way it believes appropriate without
incurring any obligation to you.

Information concerning non-IBM products was obtained from the suppliers of those products, their published
announcements or other publicly available sources. IBM has not tested those products and cannot confirm
the accuracy of performance, compatibility or any other claims related to non-IBM products. Questions on
the capabilities of non-IBM products should be addressed to the suppliers of those products.

This information contains examples of data and reports used in daily business operations. To illustrate them
as completely as possible, the examples include the names of individuals, companies, brands, and products.
All of these names are fictitious and any similarity to the names and addresses used by an actual business
enterprise is entirely coincidental.

COPYRIGHT LICENSE:

This information contains sample application programs in source language, which illustrates programming
techniques on various operating platforms. You may copy, modify, and distribute these sample programs in
any form without payment to IBM, for the purposes of developing, using, marketing or distributing application
programs conforming to the application programming interface for the operating platform for which the
sample programs are written. These examples have not been thoroughly tested under all conditions. IBM,
therefore, cannot guarantee or imply reliability, serviceability, or function of these programs. You may copy,
modify, and distribute these sample programs in any form without payment to IBM for the purposes of
developing, using, marketing, or distributing application programs conforming to IBM application
programming interfaces.

© Copyright International Business Machines Corporation 2008. All rights reserved.
Note to U.S. Government Users Restricted Rights -- Use, duplication or disclosure restricted by
GSA ADP Schedule Contract with IBM Corp. 77
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Send us your comments in one of the following ways:

» Use the online Contact us review Redbooks form found at:
ibm. com/redbooks

» Send your comments in an email to:
redbook@us.ibm.com

» Mail your comments to:
IBM Corporation, International Technical Support Organization N
Dept. HYTD Mail Station P099, 2455 South Road L @
Poughkeepsie, NY 12601-5400 U.S.A.

Redpaper™

Trademarks

The following terms are trademarks of the International Business Machines Corporation in the United States,
other countries, or both:

Redbooks (logo) (@@ ® IBM® TotalStorage®
zSeries® System Storage™

The following terms are trademarks of other companies:

SANsurfer, QLogic, and the QLogic logo are registered trademarks of QLogic Corporation. SANblade is a
registered trademark in the United States.

Acrobat, and Portable Document Format (PDF) are either registered trademarks or trademarks of Adobe
Systems Incorporated in the United States, other countries, or both.

Java, and all Java-based trademarks are trademarks of Sun Microsystems, Inc. in the United States, other
countries, or both.

Internet Explorer, Microsoft, Windows, and the Windows logo are trademarks of Microsoft Corporation in the
United States, other countries, or both.

Linux is a trademark of Linus Torvalds in the United States, other countries, or both.

Other company, product, or service names may be trademarks or service marks of others.
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